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Introduction 

Recognizing that the standard 41 question TPR RA Questionnaire may not be appropriate for all TPRs, 
two fast-track modified risk assessment options and TPON templates have been developed for TPRs 
with relatively low MCCSS funding. These include: 

•Fast- track template for TPRs receiving less than $120K in MCCSS funding (5 questions)

•Fast-track template for TPRs governed by legislation/regulation and MCCSS funding represents less 
than 2% of total budget (16 questions)

Use of these options is at the discretion of Regional Offices and program areas. The full TPR RA 
Questionnaire may be used even if the organization meets the fast-track eligibility criteria and ministry 
risk assessors (MRAs) should consult their TPR RA leads for guidance.

How to get help 

As always, your primary source of support are your Ministry regional office contacts. 

Thank you for your support during this important TP Modernization initiative. 
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Instructions 

Transfer Payment Recipient Action Required: 

In the TPR Information section (Page 5), please input: 

• TPR Name

• Contact Information

• TPR Approver

Review each of the questions from each category and select the appropriate risk rating. Consider 

“Where can you find evidence to answer the risk assessment question above?”  

Please complete the following sections as they apply to your organization and return your completed 

form to your lead Regional Office. If you have any questions or would like more information on the TPR 

Risk Assessment process, you can go to the ministry's TPR RA FAQ webpage. 

Fields to be completed by TPRs: 

• Select appropriate radio button for risk rating.

• What evidence do you have to support this rating? Also provide any additional information that

will assist the ministry in determining your final risk rating (required). Please do not attach any

supporting documents unless requested by MCCSS staff.

• Date TPR last reviewed this document (as applicable). The input section has a scrolling option,

you can enter multiple dates, as applicable.

 Steps for Ministry Risk Assessors (MRAs) to complete the fast-track process:
1.Consult with Regional Office/program area leads on use of option
2.Confirm eligibility of TPR by reviewing funding levels and in the case of legislated/regulated TPRs, 
confirm organization has governance and accountability requirements in Ontario legislation/
regulations (e.g. municipalities, universities, school boards and hospitals (MUSH))
3.Complete TPR risk assessment using the fast-track template in TPON and the response guidelines 
provided in these instructions. Consult with TPR as needed (note there is no direct input required 
from TPRs in the fast-track process) 
4.Consider default risk impacts in TPON and if needed, modify impact and document reason for 
change
5.Complete the TPR RA Alternative Risk Assessment Form indicating use of the fast-track option 
and request director approval
6.Upload approved Form into TPON
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TPR Information 

TPR Name: 

Contact Information: 

TPR Approver: 
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Human Resources / People

Question 1: Does the TPR provide training regarding Infection Prevention Control (IPAC) and emergency management 

planning and procedures as part of the onboarding process? 

1. TPR has a structured training program and provides dedicated training sessions along with continuous

learning resources on IPAC and emergency management planning and procedures.

2. TPR has a structured training program and provides dedicated training sessions but no continuous learning

resources on IPAC and emergency management planning and procedures.

3. TPR has a structured training program and provides only optional training sessions on IPAC and emergency

management planning and procedures.

4. TPR has an unstructured training program and provides only optional training sessions on IPAC and

emergency management planning and procedures.

5. TPR does not provide training regarding Infection Prevention Control (IPAC) and emergency management

planning and procedures.

Recommended Impact: Moderate 

Where can you find evidence to answer the risk assessment question above? 

Employee onboarding package, employee handbook, employee orientation schedule, health and safety records including 

committee information, minutes/inspections, drills, etc. 

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required):  

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Financial

Question 1: Does the TPR have mechanisms and protocols in place to identify risk of fraud or misconduct and take 

corrective action when it occurs? 

1. The TPR has comprehensive mechanisms and protocols to identify risk of fraud or misconduct and take

corrective actions when it occurs. These policies and procedures were reviewed in the last two years.

2. The TPR has put in place mechanisms and protocols to identify risk of fraud or misconduct and take

corrective actions when it occurs. These policies and procedures were reviewed in the last three years.

3. The TPR has put in place mechanisms and protocols to identify risk of fraud or misconduct and take

corrective actions when it occurs. These policies and procedures were reviewed in the last five years.

4. The TPR does not have adequate mechanisms and protocols to identify risk of fraud or misconduct and take

corrective actions when it occurs.

5. The TPR has not developed and put in place mechanisms and protocols to identify risk of fraud or misconduct

and take corrective actions when it occurs.

Recommended Impact: Major 

Where can you find evidence to answer the risk assessment question above? 

TPR's financial policies and procedures on risk of fraud, whistle-blower policy, a risk registry approach to report

organizational risks to the board, internal audit function, correspondence between the TPR and Ministry, stakeholder 
concerns, complaints, and escalation process. 

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Question 2: Based on the year-end funding reconciliation, have there been significant recoveries/deficits from this 

TPR? 

1. This TPR had no recoveries/deficits based on the settlement letter.

2. This TPR had insignificant recoveries/deficits for immaterial amounts.

3. This TPR had recoveries/deficits less than 1% of the annual budget due to causes not under the control of the

TPR and/or flagged the variance to the ministry prior to the annual reconciliation.

4. This TPR had recoveries exceeding 1% of the annual budget, due to issues largely controllable by the TPR and

plans are in place to address those issues.

5. This TPR had recoveries exceeding 2% of the annual budget, due to issues largely controllable by the TPR. The 

TPR does not have plans in place to address recoveries/deficits in the future and/or didn't flag the variance

prior to the annual reconciliation.

Recommended Impact: Major 

Where can you find evidence to answer the risk assessment question above? 

Ministry annual reconciliation and settlement letter, The TPR's Financial Policies and Directives, TPR bylaws, financial 
management plan (in-year and multi-year), action plan. 

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Question 3: Does the TPR have the ability to provide complete and timely financial reports as per ministry 

requirements? 

1. The TPR always provides complete and timely financial reports to the ministry.

2. Financial reports are complete, but they are sometimes late in their submission, with a reasonable

explanation.

3. Financial reports are complete, but they are consistently late in their submissions.

4. Financial reports are incomplete and/or are always/usually late in their submission.

5. The TPR does not provide financial reports to the ministry.

Recommended Impact: Critical 

Where can you find evidence to answer the risk assessment question above? 

TPR has documentation to support timely submission of copies of Ministry required submissions.

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Information & Information Technology 

Question 1: Are IT Policies and technology in place to protect and back up data and prevent access/disclosure? 

1. Policies exist and have been reviewed within the last 12-18 months. Technology matching the policy is in

place to prevent unauthorized access and back up data.

2. Policies exist and have been reviewed within the last 2 years. Technology matching the policy is in place to

prevent unauthorized access and back up data.

3. Policies exist and have been reviewed within the last 4 years. Technology matching the policy is in place to

prevent unauthorized access and back up data.

4. Technology exists but Policies do not. OR Policies exist but Technology is not in place. OR both exist but have

not been reviewed or matched in more than 4 years.

5. No IT policies exist, and no technology is in place to back up data or prevent unauthorized access.

Recommended Impact: Moderate 

Where can you find evidence to answer the risk assessment question above? 

TPR's IT security architecture model, certification of security for Software as a Service (SaaS) providers.

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Program Design & Delivery 

Question 1: Does the Transfer Payment Recipient (TPR) have established service policies for continuous improvement 

and processes to monitor and identify risks related to the service standards? 

1. TPR has established policies that have been reviewed/updated by board of directors within the past two

years. TPR has monitoring processes in place to identify, mitigate and address risks to service standards.

Information is reported to senior management / board regularly.

2. TPR has established policies and been reviewed within the past three years. TPR has monitoring processes in

place to identify, mitigate and address risks to service standards.  Collected information is not regularly

reported to senior management / board.

3. TPR has established policies and been reviewed within the past five years. TPR in some instances identifies

risks and reports it to senior management / board but there is no system to mitigate or address the identified

risks.

4. TPR has established policies, but they are out-dated and latest versions are more than five years old. TPR

does not regularly identify risks to report to senior management / board. Risk management is not addressed or

documented consistently.

5. TPR has no policies in place. TPR has no monitoring processes in place to identify, mitigate and address risks

to service standards.

Recommended Impact: Moderate 

Where can you find evidence to answer the risk assessment question above? 

Ministry policies, directives, service contracts, service description schedules in Service Objectives. Review organization’s 

program manuals, policies and procedures, assessment/evaluation processes and service delivery standards. TPR
Website can be reviewed for items identifying methods of improvement. 

Additional guidance to help determine the risk rating: 

The following link will take you directly to the Service Objectives Document website: 

https://www.ontario.ca/page/ministry-children-community-and-social-services-service-objectives 

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Question 2: Does TPR have policies and procedures that support continuous improvement of client outcomes to 

protect the health, safety, and wellbeing of clients? 

1. Policies and practices are in place and have been reviewed and updated within the past 2 years. Monitoring

and outcome tracking processes are in place to identify opportunities to improve health, safety, and wellbeing

of clients. Information is reported to senior management / board.

2. Policies are in place and have been reviewed within the past 3 years. Monitoring and outcome tracking

processes are in place and information is not regularly reported to senior management / board but when

reported appropriate action is taken.

3. Policies are in place and have been reviewed within the past 5 years. TPR in some instances monitors and

tracks outcome processes. Information is irregularly reported to senior management / board and there is no

system to mitigate/address the identified opportunities, or no action taken.

4. TPR has established policies and practices, but they are out-dated and latest versions are more than five

years old. TPR does not regularly monitor or track outcomes to report to senior management / board.

Opportunities are not addressed or documented consistently.

5. TPR has no established policies. TPR has no monitoring or outcome tracking processes in place and senior

management / board are not informed.

Recommended Impact: Major 

Where can you find evidence to answer the risk assessment question above? 

Ministry policies, directives, service contracts, service description schedules in Service Objectives. Review organization’s 

program manuals, policies and procedures, assessment/evaluation processes and service delivery standards. TPR
Website can be reviewed for items identifying methods of improvement. 

Additional guidance to help determine the risk rating: 

The complaint process outcomes/follow up demonstrates the commitment to address or improve the health, safety, and 

wellbeing of clients. The TPR has mechanisms in place to collect and incorporate feedback from a variety of sources    
(i.e., clients, community partners, etc.) with the intent to incorporate information back into policies and make 

improvements. 

What evidence do you have to support this rating? Also provide any additional information that will assist the 

ministry in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Question 3: Does the TPR correctly report program results, performance measures and risks to the ministry within 

required timelines? 

1. Results are consistently reported on-time and cover ministry-specified issues in sufficient detail.

2. Results are occasionally delayed but cover ministry-specific issues with sufficient detail.

3. Results are occasionally delayed but do not cover ministry-specified issues in sufficient detail.

4. Results are reported late and do not cover ministry-specified issues in sufficient detail.

5. The TPR is often late in reporting results or does not report results, or risks.

Recommended Impact: Moderate 

Where can you find evidence to answer the risk assessment question above? 

The TPR consistently reports back on the programs and services and communicates results in accordance with the

requirements outlined in the legal, financial and service target data portions of the service contract; agreements, 

including: budget submissions, Report Backs, year-end reconciliation reports, and Serious Occurrence reporting (SOR). 

Additional guidance to help determine the risk rating: 

Looking for timeliness of reporting against deadlines, guidelines for SOR, business cycle timelines 

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Question 4: Does the TPR have diversity, equity, inclusion policies and processes to support programs and services 

that are accessible and respectful? 

1. TPR has established diversity, equity and inclusion policies and been reviewed within the past 2 years.

2. TPR has established diversity, equity and inclusion policies and been reviewed within the past 3 years.

3. TPR has established diversity, equity and inclusion policies and been reviewed within the past 5 years.

4. TPR’s policies and processes are under development and incomplete.

5. TPR doesn’t have diversity, equity and inclusion policies and processes in place.

Recommended Impact: Minor 

Where can you find evidence to answer the risk assessment question above? 

The TPR may have posters in their main lobby that reflect the population/demographic that they serve. Board of

Directors should reflect the community that they serve. Services are culturally appropriate. Policies and procedures in 

place. TPR Website to identify diversity in/of services. Review licencing reports to see any EDI services and supports

identified. 

Additional guidance to help determine the risk rating: 

Checking if the office is accessible and whether documentation can be found in an alternative format, if required. 

Checking that service delivery space is inclusive for LGBTQIA+ community through an environmental scan of location and 

meeting spaces. 

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Legal

Question 1: Has the ministry or TPR received feedback within the past three years from stakeholder(s) signaling legal 

concerns or alleged improprieties? 

1. The ministry or TPR has received no communication signaling concerns or alleged improprieties. There are

mechanisms and protocols in place to identify risk of fraud or misconduct and take corrective actions.

2. The ministry or TPR has received communication signaling concerns or alleged improprieties. There are

mechanisms and protocols in place to identify risk of fraud or misconduct and take corrective actions.

3. The ministry or TPR has received several communications signaling concerns or alleged improprieties. There

are mechanisms and protocols in place to identify risk of fraud or misconduct and take corrective actions.

4. The ministry or TPR has received several significant communications signaling concerns or alleged

improprieties. The TPR has not yet developed mechanisms and protocols to identify risk of fraud or misconduct

and take corrective actions.

5. The ministry or TPR has received multiple significant communications regarding potential improprieties that

could have a negative impact on service delivery and service continuity. The TPR has not yet developed

mechanisms and protocols to identify risk of fraud or misconduct and a protocol to take corrective actions.

Recommended Impact: Moderate 

Where can you find evidence to answer the risk assessment question above? 

Correspondence between the TPR and Ministry, stakeholder concerns, complaints and escalation process.

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Emergency Management 

Question 1: Does the TPR have a comprehensive and updated Business Continuity Plan (BCP), including an emergency 

management (EM) plan, for all sites and locations where services are delivered, including its head office? 

1. BCP has been updated within the last year or when changes occur and is on site or easily accessible at all

locations including head office. EM component includes detailed actions/measures to be taken to address a

comprehensive range of issues influencing service delivery disruption for clients.

2. BCP has been updated within the last two years or when changes occur and is on site or easily accessible at

most locations. EM component includes actions/measures to be taken to address issues influencing service

delivery disruption for clients.

3. BCP has been updated within the last three or when changes occur years and/or is not on site or accessible

at some locations. EM component includes some actions/measures to be taken to address some issues

influencing service delivery disruption for clients, but the plan lacks adequate detail and scope to effectively

minimize client service disruption.

4. BCP is significantly incomplete and/or has not been updated within the last 5 years and/or is not on site or

accessible at most locations. EM component is significantly outdated and incomplete lacking specific

actions/measures to address issues influencing service delivery disruption for clients.

5. There is no BCP or no EM component.

Recommended Impact: Critical 

Where can you find evidence to answer the risk assessment question above? 

BCP (EM Component), board minutes, EM policies and procedures. 

Additional guidance to help determine the risk rating: 

BCP should include staffing contingency plans, service disruption plans including communications plan. Plan should also 

be current with latest health system partners' (IPAC hubs, Ontario health teams, Public Health Units) best practices and 

information updates. 

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Question 2: Does the TPR have policies and procedures in Infection Prevention and Control (IPAC) that reflect current 

local public health recommendations? 

1. TPR has current IPAC policies and procedures which have been updated within the past year or as required to

align with available guidance and direction.

2. TPR has IPAC policies and procedures which have been updated within the past 2 years or as required to

align with available guidance and direction.

3. TPR has IPAC policies and procedures which have been updated within the past 3 years or as required to

align with available guidance and direction.

4. TPR has IPAC policies and procedures which have been updated within the past 5 years and which may be

incomplete and outdated.

5. TPR has no IPAC policies or procedures.

Recommended Impact: Major 

Where can you find evidence to answer the risk assessment question above? 

IPAC Policies & Procedures, training and orientation materials, onboarding materials for both board and staff. 

Additional guidance to help determine the risk rating: 

Policies and procedures should include training for both board and staff. 

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Question 3: What has been the frequency and impact of any service delivery disruptions in the past 3 years? 

1. There have been no service disruptions in the past 3 years.

2. There have been some service disruptions but the impact on service delivery has been limited due to the

timely response of the TPR.

3. There have been some service disruptions and service delivery has been impacted. TPR has struggled to

respond appropriately in a timely manner.

4. There have been multiple service disruptions and service delivery has been impacted. TPR has repeatedly

failed to respond appropriately in a timely manner.

5. There have been routine service disruptions and service delivery has been substantially impacted. TPR has

failed to respond.

Recommended Impact: Critical 

Where can you find evidence to answer the risk assessment question above? 

Ministry reports (Serious Occurrence Reporting), service delivery disruption summary. 

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Reputational 

Question 1: Does the TPR have policies and procedures in place to respond to all types of media inquiries and releases 

and are they followed? 

1. Policies and procedures to respond to all types of media inquiries and releases, they are followed and

reviewed in the last two years. In the past three years, there has only been positive or no media coverage.

2. Policies and procedures are in place to all types of respond to media inquiries and releases, they are followed

and reviewed in the last three years. In the past two years, there has only been positive or no media coverage.

3. Policies and procedures are in place to all types of respond to media inquiries and releases, they are followed

and reviewed in the last five years. In the past two years, there has been negative media coverage and it has

been addressed.

4. Policies and procedures are in place to all types of respond to media inquiries and releases, and they have

not been reviewed in the last five years. In the past two years, there has been negative media coverage but the

basis for the negative coverage have not been addressed.

5. The TPR does not have policies and procedures in place to respond to all types of media inquiries and

releases and/or it has received only negative media coverage in the past two years and has not actively

managed it and negative coverage continues.

Recommended Impact: Moderate 

Where can you find evidence to answer the risk assessment question above? 

Policies and procedures for addressing media risk. Risks associated with media coverage may include reputational risks, 

legal risks, financial risks, risks to client outcomes, etc. An examination of mitigation plans, if they exist, along with the 

type and number of media occurrences will help determine the most appropriate rating for this question. 

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Question 2: Does the TPR collaborate with other organizations and local community partners to coordinate services 

for clients? 

1. The TPR is actively engaged with other organizations and local community partners to coordinate services for

clients and contributes input regularly. It attends and participates in local planning mechanisms e.g.,

Community Planning Tables, Individual Support Plans, Business Improvement Association, Provincial Networks,

Sector Associations.

2. The TPR is engaged with other organizations and local community partners to coordinate services for clients.

It attends and participates in local planning mechanisms.

3. The TPR is sparsely engaged with other organizations and local community partners to coordinate services

for clients. It attends local planning mechanisms but does not fully participate.

4. The TPR has limited involvement with other organizations and local community partners to coordinate

services for clients. It does not fully utilize local planning mechanisms that are available.

5. The TPR does not collaborate with other organizations and local community partners to coordinate services

for clients and works in isolation of the local community and other service providers.

Recommended Impact: Minor 

Where can you find evidence to answer the risk assessment question above? 

Evidence of proactive engagement of the TPR with diverse stakeholders can be found in a variety of communications

(e.g., websites, emails, memos, meeting minutes, list of attendees, town hall meeting minutes and/or agendas, 

participation in networks and working groups, etc.) and strategic actions (e.g., community consultations, 

surveys/evidence of positive feedback from stakeholders, community awards and recognitions, etc.). 

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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Question 3: Does the TPR have a complaints process that responds to complaints in a timely manner and addresses 

the complaint? 

1. The TPRs complaints process is followed and well-known to staff and clients (e.g., in a brochure or on its

website), it addresses reasonable complaints and has been updated in the last two years and the TPR always

submits serious complaints in accordance with the ministry serious occurrence reporting (SOR) guidelines.

2. The complaints process is followed and well-known to staff and clients, it addresses reasonable complaints

and has been updated in the last three years and it submits serious complaints in accordance with ministry’s

SOR guidelines.

3. The complaints process is followed and communicated and has been updated in the last five years but is not

readily available and/or not effective in resolving reasonable complaints and it usually submits serious

complaints in accordance with ministry guidelines.

4. The complaints process has not been updated in the last five years, and/or is not followed or communicated

and it does not submit serious complaints in accordance with ministry guidelines.

5. The TPR does not have a complaints process in place and/or it does not submit serious complaints in

accordance with ministry guidelines.

Recommended Impact: Moderate 

Where can you find evidence to answer the risk assessment question above? 

MCCSS service providers are required to have procedures in place to handle complaints and hold entities and individuals 

accountable for their actions. The complaints policies and procedures identify how the TPR receives and documents

complaints/feedback; the process for investigating the matter including timelines, transparency and conflict of interest 

considerations, the process for responding to complaints; and the roles and responsibilities of various parties involved in 

the process. The ministry can find evidence in a variety of communications (e.g., emails, phone call summaries with 

clients, issues management) and serious occurrence reporting and submissions. 

What evidence do you have to support this rating? Also provide any additional information that will assist the ministry 

in determining your final risk rating (required): 

Date TPR last reviewed this document (as applicable):

FOR INTERNAL MINISTRY USE ONLY 

Ministry Risk Assessor Notes: 

Contributor(s) Notes: 
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	57: We have various governance and policies in place on the IT Infrastructure model:-NCACR Security Documentation to the RCMP which outlines the following:Network Architecture;DRP Security Measures (Personnel, Security Training, Incident Response, Audit Logging, Configuration Management, Network Management, Access Control, Authentication, Firewalls, Virus Protection, End Point Protection, Application Service, Vulnerability Assessment and Encrypted Backups, Business Continuity. -Security Clause Catalogue for National Police Information Systems (NPIS) Services in Cloud governance-Internal and External Penetration testing of our infrastructure - yearly audit
	58: Security Audits were performed in 2024.
	59: 
	60: 
	Group16: Choice1
	Group20: Choice1
	73: DRPS Organization:• The Durham Police Service Board provides one mechanism for monitoring and identifying risk regarding service standards. Of particular significance is the monitoring of the service through the Strategic Plan. The Community Safety and Policing Act mandates that police service boards adopt a strategic plan for the provision of policing that is reviewed at least every four years. The Durham Police Service Board monitors and assesses DRPS’ performance against this strategic plan bi-annually. This external monitoring ensures risk is identified and service standards are met. These reports are also publicly accessible, which provides an additional layer of accountability. The Board also requires the Service to produce multiple reports throughout the year that function as monitoring and accountability mechanisms to identify and protect against risk on a regular basis. Many of these monitoring reports are connected to the Community Safety and Policing Act that governs police action. These include but are not limited to reports on the following: Grievance Activity Annual Report, Collection of Identifying Information in Certain Circumstances, Seized and Found Firearms, Use of Force and Weapons, Complaints of Misconduct, Adequate and Effective Policing, Quality Assurance, Preventing and Responding to Workplace Violence and Harassment, Positive Workplace Culture, Asset Protection.• Another mechanism through which the Service monitors and identifies potential risk is through the regular assessment of performance indicators. Multiple levels of leadership monitor these indicators on a quarterly basis. These indicators also provide insight into areas for continuous improvement.• On a quarterly basis, the DRPS Risk Management Committee meets to review areas of risk to the organization. Risk Management Committee reports are reviewed by the Command group in the organization in order to ensure risks are mitigated and/or avoided where possible.YIP Program Structure (Outlines the roles, responsibilities, and expectations for staff leading the Youth in Policing Initiative). Last updated Nov 16, 2024.YIP Risk Mitigation Plan (Outlines incident management and reporting process for Youth in Policing, including at-risk youth considerations, attendance, medical emergencies, mental health situations, student conflicts, and threats to safety). Last updated Jul 1, 2024.
	74: 
	75: 
	76: 
	77: DRPS is committed to providing the highest quality police service possible to the residents of Durham Region. Accountability is a cornerstone of this commitment. There are both internal and external bodies that allow for oversight of the DRPS members and the service as a whole. Our website has a complaint procedure that is accessible to the public: https://www.drps.ca/about-us/public-complaints-and-oversight/#DRPS Directive HR-05-002: Occupational Health and Safety. Last updated May 5, 2022.
	78: 
	79: 
	80: 
	Group21: Choice1
	81: While the Audited financial statements were submitted early to TPON on June 26, 2024 for the 2023-2024 funding year, the 2023-2024 final budget report was not attached to the submission.  The late submission  (including performance metrics, submitted on September 18, 2024, after MCCSS flagged it was missing on September 11, 2024) was as a result of significant staff turnover in the DRPS finance department.  Deadlines will be strictly followed in the future, as evident by our early submission of the 2024-2025 funding application submitted on Oct 8, 2024 (including performance metrics).
	82: 
	83: 
	84: 
	Group22: Choice2
	85: DRPS Directive HR-02-011: Respect in the Workplace. Last updated Nov 8, 2024.DRPS Directive AO-09-010: DRPS Code of Professional Conduct. Last updated Nov 8, 2024.DRPS Directive HR-01-001: DRPS Accessibility Standards. Last updated Nov 25, 2019.YIP Program Structure (Outlines the roles, responsibilities, and expectations for staff leading the Youth in Policing Initiative). Last updated Nov 16, 2024.
	86: 
	87: 
	88: 
	Group23: Choice1
	97: The DRPS Legal Services Unit has not received any communication signaling concerns or alleged improprieties. Legal Counsel reviews relevant documentation when presented with same. 
	98: 
	99: 
	100: 
	Group26: Choice1
	109: Some examples of DRPS issued and regularly reviewed and updated internal policies:- Directive AO-02-006 Emergency (10-33) Procedure. Last revised Nov 8, 2024.- Directive ER-01-009 Emergency recall to Duty. Last revised Apr 20, 2022.- Directive ER-06-003 Nuclear Emergency. Last revised May 3, 2019.- Directive ER-01-003 Pandemic Influenza. Last revised May 25, 2015.- Directive ER-06-004  DRPS Off Site Response to a nuclear Facilities. Last revised Jan 29, 2021.- Directive ER-06-001  Disaster Response. Last revised May 2, 2022.- Directive ER-01-004  Industrial Accidents. Last revised Jul 10, 2022.- Directive ER-01-006  Aircraft Crashes - Emergencies at Oshawa Executive Airport. Last revised Nov 8, 2021.- Directive ER-01-008  Dangerous Goods - Hazardous Material. Last revised Jan 31, 2023.- Directive ER-07-001  Chemical Biological Radiological Nuclear and Explosive - CBRNE. Last revised Nov 8, 2024.YIP Program Structure (Outlines the roles, responsibilities, and expectations for staff leading the Youth in Policing Initiative). Last updated Nov 16, 2024.YIP Risk Mitigation Plan (Outlines incident management and reporting process for Youth in Policing, including at-risk considerations, attendance, medical emergencies, mental health situations, student conflicts, and threats to safety). Last updated Jul 1, 2024.
	110: See above notes
	111: 
	112: 
	Group29: Choice2
	117: Some examples of DRPS issued and regularly reviewed and updated internal policies:- Directive HR-05-001 Exposure to Communicable Diseases. Last revised Aug 11, 2022.- Directive HR-05-003 Decontamination and Disinfestation Procedures. Last revised May 29, 2020.
	118: see above notes
	119: 
	120: 
	Group31: Choice3
	121: DRPS had no service interruption in the past 3 years. DRPS personnel are deployed in a safe and effective manner during major major incidents, which requires exceptional leadership, coordination and discipline as detailed in the Directive ER-04-001. This directive describes the policy and procedures for  notification of required personnel and establishing command at the scene of a major incident. To reduce confusion and prevent the problem of conflicting instructions, the principle of unity of command is applied. Members should receive orders from one leader only, the scene commander. 
	122: Directive ER-04-001 was last reviewed and updated March, 2024.
	123: 
	124: 
	Group32: Choice1
	153: We have reviewed our media policy and revised our social media policy in the last year. Policing as a vocation often has negative media at times related to operational matters that we address. None of the negative attention pertains to those things funded by this Ministry. We have a Corporate Communications Unit and a Public Information Office that oversees and manages media and external communication.The YIP program has received significant positive media coverage in the past two years, including being featured on Global News, DRPS New Stories, and Social Media (@drps_yip). 
	154: 2024
	155: 
	156: 
	Group40: Choice3
	157: Durham Regional Police is actively involved with both community advisory groups (such as Diversity Advisory Committee) as well as external stakeholders that enhance community safety and connect with the communities we serve. We are part of the Durham Regional Community Safety and Well-Being Plan and work closely with Victim Services of Durham Region in accordance to the deliverables under the Community Safety and Policing Act. Our Divisions have Community Safety Advisory Committees and belong to a provincial and federal professional networks through the Ontario Association of Chiefs of Police and the Canadian Association of Chiefs of Police among others.
	158: 
	159: 
	160: 
	Group41: Choice1
	161: Policing complaints process and guidance is followed in accordance with the Community Safety Policing Act. DRPS has clear communication on our website regarding the complaints process and the internal Professional Standards Unit, the external Law Enforcement Complaints Agency and the Special Investigations Unit, as well as the new Inspector General of Policing. Dates for CSPA hearings and outcomes of disciplinary hearings are posted on our website.
	162: The CSPA came into effect in April of 2024 and updated communications were made at that time
	163: 
	164: 
	Group8: Choice1


